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Steps Toward Building Robust Internal Controls
In order to establish a sound, robust business administration system, 
we will put in place systems based on the Basic Policy for Building 
Internal Control Systems set forth by our board of directors, and in 
this way we will provide a higher level of security and trust to all of 
our valued stakeholders, including all members who support the Bank, 
business partners, and people in the local region. 

Basic Policy for Building Internal Control Systems (Overview)
(1) Provide a system to ensure that all directors and personnel of the 

Bank execute all duties of the Bank in accordance with the law and 
the articles of incorporation of the Bank. 
• Position compliance with laws and regulations as the top-priority 

policy for Bank management, and establish a Compliance Code 
of Conduct to be followed by all directors and employees, and a 
Compliance Program as a concrete, implementation plan.

• Establish a Compliance Committee, review and discuss 
important matters for management relating to compliance 
with laws and regulations, and evaluate the compliance 
implementation situation. 

• To facilitate early discovery and rectification of any wrongdoing, 
establish Whistleblower Protection Management Rules clearly 
setting for th matters such as the system for directors and 
employees to report on conduct violating laws and regulations, 
and establish a liaison for consultation and reporting. 

• Resolutely block criminal organizations which threaten social 
order and safety. 

• The Internal Audit Department shall examine and evaluate the 
propriety and effectiveness of the compliance framework, and shall 
report the results to the President, board of directors, and auditors.  

(2) Provide a system to store and manage information with respect to 
the execution of the duties of each director of the Bank.

Building Internal Controls

Basic Policy on Criminal Organizations
In order to block relationships with criminal organizations that 
threaten social order and safety, and interfere with the sound 
development of the economy and society, the Bank has established, 
and will abide by, the following Basic Policy on Criminal 
Organizations. 
1. The Bank shall block relationships, including transactions, with 

criminal organizations, and resolutely refuse illegal demands.
2. In response to illegal demands by criminal organizations, the 

Bank shall work to quickly resolve the problem by responding as 
an organization, while ensuring the safety of employees.

3. The Bank will not provide funds, engage in improper or 
exceptional transactions, or provide logistical assistance to 
criminal organizations.

4. To prepare for the possibility of illegal demands by criminal 
organizations, the Bank shall establish close and ongoing 
collaborative relationships with expert outside organizations 
such as the police, the National Center for the Removal of 
Criminal Organizations, and the Bar Association.

5. If there are any illegal demands by criminal organizations, the 
Bank shall respond with a resolute stance, taking action such as 
legal countermeasures based on both civil and criminal law. 

In response to the full enforcement of the revised Act on 
Prevention of Transfer of Criminal Proceeds in October 2016, 
management system and compliance items such as identity 
verification at the time of transactions and notification of suspicious 
transactions have been revised, and the industry has been 
practicing strict compliance regarding prevention of the acceptance 
of illegal funds and involvement in illegal transactions.

At the Bank too, we are working hard to counter increasingly 
complex and sophisticated money laundering and terrorism 
financing in collaboration with relevant institutions, in order to 
protect the safe and secure lives and transactions of customers.

As part of that, we send requests to confirm the purpose of 

transactions and other matters to customers we have relationships 
with, and, while taking care to protect personal information, we 
periodically have customers present identification, and check the 
occupation, purpose of transaction, and other information relating 
to the customer.

Going forward, we will continue to improve the necessary 
management systems such as staff training and human resource 
deployment, and work for the further strengthening of those 
arrangements. 

Also, specific initiatives and the Bank’s management system 
concerning measures against money laundering and terrorist 
financing (AML/CFT) are as follows.

• Information with respect to the execution of the duties of each 
director of the Bank shall be properly stored and managed based 
on in-house rules prescribing procedures such as document 
filing/storage (including electromagnetic records), storage periods, 
and disposal rules. 

(3) Provide rules and other systems for risk management against 
losses by the Bank.
• The board of directors shall position risk management as the 

top-priority issue for management, develop a system for 
accurately ascertaining risks and carrying out proper 
management/operations, and strive to improve the soundness of 
assets and stability of earnings. 

• Establish an ALM Committee, Operational Risk Management 
Committee, and other groups as organizations for 
cross-departmental discussion and decision-making relating to 
various risks, and discuss and evaluate important matters relating 
to risk. 

• To minimize the damage and impact in an emergency situation, 
such as a large-scale natural disaster or a major system failure, 
establish an Emergency Response Manual (Contingency Plan), and 
put in place a crisis management system during ordinary times. 

(4) Provide a system to ensure that each director of the Bank 
executes their duties efficiently.
• The board of directors shall decide important matters relating to 

management of the Bank and execution of duties, and shall 
supervise proper and efficient execution of duties by directors. 

• The board of directors shall establish rules on matters such as 
management organization, office organization, division of duties, 
and responsibilities/authority, clarify the chain of command of the 
Bank, establish a system for taking responsibility, and efficiently
carry out duties.  

(5) Provide a system to ensure propriety of the following systems and 
other operations in the Bank group. 

1. Provide a system to ensure that all directors and employees of 
subsidiaries of the Bank execute all duties of the Bank in accordance 
with the law and the articles of incorporation of the Bank. 

2. Provide a system for reporting matters relating to the execution of 
duties by directors of the Bank’s subsidiaries. 

3. Provide a system for risk management against losses by subsidiaries 
of the Bank. 

4. Provide a system to ensure that all directors of subsidiaries of the 
Bank execute their duties efficiently. 
• The Compliance Code of Conduct established by the Bank shall 

be the basis for the approach to compliance of the Bank’s entire 
group, and shall be made known to all directors and employees 
of subsidiaries of the Bank. 

• The Bank shall receive from subsidiaries reports on cer tain 
matters relating to the execution of duties prescribed by 
in-house rules. 

• Auditors and the Internal Audit Depar tment shall audit the 
compliance and risk management situation at subsidiaries, within 

the scope that does not contravene laws and regulations, and 
shall verify the effectiveness and propriety of work. 

• The supervising department for work at subsidiaries shall be the 
General Affairs Department, and the director in charge of the 
General Affairs Department shall provide overall management, 
while striving for information sharing and collaboration within the 
scope that does not contravene laws and regulations.

(6) Establish provisions regarding personnel when requested to be 
assigned to assist auditors of the Bank in performing their duties, 
and provisions to ensure the independence from directors’ 
influence of said personnel and the effectiveness of auditors’ 
instructions with respect to said personnel. 
• To ensure the effectiveness of auditing work, auditors can 

request assignment of assisting employees. Also, independence 
from directors shall be ensured for employees assisting auditors 
in performing their duties. 

• Employees assisting auditors in performing their duties shall 
follow the instructions of auditors relating to their work, and shall 
not receive instructions from directors.  

(7) Provide a system by which directors and personnel of the Bank 
and directors and employees of subsidiaries, or persons who have 
received reports from said persons, can report to auditors, and 
other systems for reporting to auditors. 
• Directors and employees of the Bank and subsidiaries shall be 

able to report directly to auditors if a matter has been 
recognized to have a major impact on management, and the 
Internal Audit Department shall promptly report the results of 
internal auditing to auditors. 

(8) Provide a system to ensure that persons who make repor ts 
described in the previous item are not subject to unfair treatment 
as a result of making such a report. 
• If a person has made such a report and for that reason been 

treated unfairly, there shall be strict punishment in accordance 
with in-house rules.

(9) Establish provisions for policies regarding procedures for 
prepayment or reimbursement of costs that arise due to the 
execution of duties by auditors of the Bank, and for handling other 
costs or f inancial obligations that arise due to the execution of 
other pertinent work. 
• If auditors make a request for prepayment or reimbursement of 

auditing expenses, the costs or financial obligations shall be handled 
promptly, unless the costs or f inancial obligations involved in the 
request are deemed to be unnecessary for execution of the duties. 

(10)Provide a system to otherwise ensure the effectiveness of 
auditors of the Bank performing an audit. 
• Auditors shall attend the board of directors and other important 

meetings, and shall conduct a proper and effective audit through 
collaboration with directors, accounting auditors, the Internal 
Audit Department, and other relevant personnel. 
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